WebDAV – Executive Summary

Architecture
There exists a WebDAV layer on both the client and the server side.  The client-side WebDAV is responsible for translating implementation-specific WebDAV requests from the client into the standard WebDAV language.  [Is it also responsible for the actual transport to the server?]  The server-side WebDAV is responsible for receiving the request and translating it into whatever form the server uses.  Thus, the picture looks something like this:
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For example, the client initiates an “open document x for edit” request.  The request goes to the interpreter, which translates it into a WebDAV LOCK and GET request pair.  The client’s WebDAV layer packages the requests into XML packets, which are then transported to the server.  The server receives them and translates them into its language.  The requests are processed and the response (the document) is returned to the client with any associated information (success code, etc.).

The server side can be an intranet or extranet.

Features

Create Document

A user creates a new document via WebDAV’s HTTP  PUT method.  The document is passed as part of the command [XML data?]  The server can then compress and/or encrypt the document before placing it in the store.  [If the client is Java, how does it open and stream the file?]

Open Document

Typically the Open command will be sent as a pair of commands, LOCK (exclusive) and GET.  The document is returned to the client.

End-retrieve Document

When a user is finished editing a document, he initiates the end-retrieve (generally by closing the document or exiting the application).  A PUT is issued with the document as part of its data.  When the PUT has succeeded, an UNLOCK command is sent.

Delete Document

Use the WebDAV DELETE command.

View Document

The document is retrieved via a GET command.  No locking is necessary, and the client can simply delete the staged copy of the document when it is finished using it.

Properties

Properties are supplied by either the client or the server.  These properties can be one of two types: 1) Live properties, which are supplied and maintained entirely by the server, or supplied by the client but validated and/or controlled by the server.  Properties are added or modified via the PROPPATCH method.  [Can a client discover the properties defined for a collection?  For a document?]  [How does a server restrict or limit the properties that can be defined for its store?]  [Can properties be defined at the collection level or just at the document level?]  A server could implement its own proprietary method to allow the storage, discovery and enforcement of collection-based schemas.

Check Out/Check In Document

Same as Open and End-Retrieve.  NOTE: Locks are not required in order to simply GET a document, so different functionality is available through these options – check out only, get a copy of the file, get a copy of the file and lock it, etc.

Search

Initially, WebDAV will only provide very basic searching – search a single property at a time, no boolean logic, etc.  For example, you could search a collection for “PROPFIND DocType = MEMO.”   The real searching capabilities will be included in WebDAV once the DASL spec is finished.  A given client can, however, extend the basic search by issuing multiple searches then performing the boolean logic once the results are received.  Additionally, a proprietary server-side implementation could be done wherein a more complicated search could be performed, given the client is aware of the proprietary methods.

Versioning

Until the Versioning WebDAV extension is available, any versioning scheme would be proprietary between the client and the server.

Collections

A collection (library, dataset, etc.) is a URI which identifies the collection and under which all members of that collection are stored.  Properties can be applied to the collection resource just as they are to document resources.

Lookup Tables

WebDAV does not provide support for lookup tables.  A proprietary solution would be required in order to provide them.

References

Every document is identifiable by its URI.  A client can use and store this URI in any way it chooses.

The Advanced Collections WebDAV extension provides for a much stronger concept of references.

Access Control

WebDAV currently does not provide methods for access control.  The server can enforce any security it chooses, but there is no provision for a client to modify the share rights of a resource.  A proprietary solution would be required.

The WebDAV Access Control extensions will provide a standard, complete set of access control methods.

The Openness of WebDAV
Any WebDAV client should be able to, based on security authentication, access documents stored in any WebDAV collection. 

Storage
A WebDAV server can store its collections in whatever form it desires.  It could be a proprietary database, a standard file system, or a proprietary document management system.  This means for instance that a web site’s pages could be stored and modified in-line, or a WebDAV server can control access to an in-house document management store already in place.

Administration

In general administration is a separate function from the client and server.  A WebDAV admin module could be created, but depending on the system this may or may not be necessary.

Administrator / Super User / Librarian

Access to the server is controlled by security rights on the server.  A proprietary server could add another layer of security on top of that.

Removing a Stranded Lock

If access rights permit, a user can remove a lock on a document.

Integration with Applications

[Is integration provided by the client or via a standard such as ODMA, or do applications directly support WebDAV?]

Server-side Access and Authentication
[How is this implemented and how does it work?]

WebDAV Standards Documents

Extensions for Distributed Authoring on the World Wide Web – WebDAV.


The core WebDAV spec.

The April 7 1998 version is currently seeking approval from the IESG.

Web Versioning


Defines the versioning extensions for WebDAV.


Preliminary draft prepared and discussed by working group.


Authoring team formed to prepare the draft for submission.


Estimate: March 1999

DAV Searching and Locating (DASL). 

Defines the searching extensions for WebDAV.

Draft work has been done.

Authoring team has submitted the proposal to the IETF for approval.

Authoring team is continuing to work on the draft.

WebDAV Advanced Collections.


Adds referential members and ordering to WebDAV collections.


Preliminary draft work has been done.


No authoring team assigned yet.

WebDAV Access Control.


Defines access control for WebDAV resources.


Preliminary draft now available.


No authoring team assigned yet.

Questions not yet answered in this document

Architecture: scenarios inside and outside the firewall

Architecture: HTTP server vs. our own server

Reasons why this is the best way to go

How we do what we do now vs. what else we can now do

Drill-down on architecture drawings
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